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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission)
form the specialized system for worldwide standardization. National bodies that are members of ISO or IEC
participate in the development of International Standards through technical committees established by the
respective organization to deal with particular fields of technical activity. ISO and IEC technical committees
collaborate in fields of mutual interest. Other international organizations, governmental and non-governmental, in
liaison with ISO and IEC, also take part in the work.

International Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 3.

In the field of information technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.
Draft International Standards adopted by the joint technical committee are circulated to national bodies for voting.
Publication as an International Standard requires approval by at least 75 % of the national bodies casting a vote.

Attention is drawn to the possibility that some of the elements of this part of ISO/IEC 16500 may be the subject of
patent rights. ISO and IEC shall not be held responsible for identifying any or all such patent rights.

International Standard ISO/IEC 16500-8 was prepared by DAVIC (Digital Audio-Visual Council) and was adopted,
under the PAS procedure, by Joint Technical Committee ISO/IEC JTC 1, Information technology, in parallel with its
approval by national bodies of ISO and IEC.

ISO/IEC 16500 consists of the following parts, under the general title Information technology — Generic digital
audio-visual systems:

� Part 1: System reference models and scenarios

� Part 2: System dynamics, scenarios and protocol requirements

� Part 3: Contours: Technology domain

� Part 4: Lower-layer protocols and physical interfaces

� Part 5: High and mid-layer protocols

� Part 6: Information representation

� Part 7: Basic security tools

� Part 8: Management architecture and protocols

� Part 9: Usage information protocols

Annex A of this part of ISO/IEC 16500 is for information only.
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Introduction
ISO/IEC 16500 defines the minimum tools and dynamic behavior required by digital audio-visual systems for
end-to-end interoperability across countries, applications and services. To achieve this interoperability, it defines
the technologies and information flows to be used within and between the major components of generic digital
audio-visual systems. Interoperability between these components and between individual sub-systems is assured
through specification of tools and specification of dynamic systems behavior at defined reference points. A
reference point can comprise one or more logical (non-physical) information-transfer interfaces, and one or more
physical signal-transfer interfaces. A logical interface is defined by a set of information flows and associated
protocol stacks. A physical interface is an external interface and is fully defined by its physical and electrical
characteristics. Accessible reference points are used to determine and demonstrate compliance of a digital audio-
visual subsystem with this international standard.

A summary of each part follows.

ISO/IEC 16500-1 (DAVIC 1.3.1a Part 2) defines the normative digital audio-visual systems technical framework.
It provides a vocabulary and a Systems Reference Model, which identifies specific functional blocks and
information flows, interfaces and reference points.

ISO/IEC 16500-2 (DAVIC 1.3.1a Part 12) defines system dynamic behavior and physical scenarios. It details the
locations of the control functional entities along with the normative protocols needed to support the systems
behavior. It is structured as a set of protocol walk-throughs, or “Application Notes”, that rehearse both the steady
state and dynamic operation of the system at relevant reference points using specified protocols. Detailed
dynamics are given for the following scenarios: video on demand, switched video broadcast, interactive
broadcast, and internet access.

ISO/IEC 16500-3 (DAVIC 1.3.1a Part 14) provides the normative definition of DAVIC Technology Contours.
These are strict sets of Applications, Functionalities and Technologies which allow compliance and conformance
criteria to be easily specified and assessed. This part of ISO/IEC 16500 contains the full details of two contours.
These are the Enhanced Digital Broadcast (EDB) and Interactive Digital Broadcast (IDB). ISO/IEC 16500-3
specifies required technologies and is a mandatory compliance document for contour implementations.

ISO/IEC 16500-4 (DAVIC 1.3.1a Part 8) defines the toolbox of technologies used for lower layer protocols and
physical interfaces. The tools specified are those required to digitize signals and information in the Core Network
and in the Access Network. Each tool is applicable at one or more of the reference points specified within the
Delivery System. In addition a detailed specification is provided of the physical interfaces between the Network
Interface Unit and the Set Top Unit and of the physical interfaces used to connect Set Top Boxes to various
peripheral devices (digital video recorder, PC, printer). The physical Delivery System mechanisms included are
copper pairs, coaxial cable, fiber, HFC, MMDS, LMDS, satellite and terrestrial broadcasting.

ISO/IEC 16500-5 (DAVIC 1.3.1a Part 7) defines the technologies used for high and mid-layer protocols for
ISO/IEC 16500 digital audio-visual systems. In particular, this part defines the specific protocol stacks and
requirements on protocols at specific interfaces for the content, control and management information flows.

ISO/IEC 16500-6 (DAVIC 1.3.1a Part 9) defines what the user will eventually see and hear and with what
quality. It specifies the way in which monomedia and multimedia information types are coded and exchanged.
This includes the definition of a virtual machine and a set of APIs to support interoperable exchange of program
code. Interoperability of applications is achieved, without specifying the internal design of a set top unit, by a
normative Reference Decoder Model which defines specific memory and behavior constraints for content
decoding. Separate profiles are defined for different sets of multimedia components.

ISO/IEC 16500-7 (DAVIC 1.3.1a Part  10) defines the interfaces and the security tools required for an
ISO/IEC 16500 system implementing security profiles. These tools include security protocols which operate
across one or both of the defined conditional access interfaces CA0 and CA1. The interface CA0 is to all security
and conditional access functions, including the high speed descrambling functions. The interface CA1 is to a
tamper resistant device used for low speed cryptographic processing. This cryptographic processing function is
implemented in a smart card.

ISO/IEC 16500-8 (DAVIC 1.3.1a Part 6) specifies the information model used for managing ISO/IEC 16500
systems. In particular, this part defines the managed object classes and their associated characteristics for
managing the access network and service-related data in the Delivery System. Where these definitions are taken
from existing standards, full reference to the required standards is provided. Otherwise a full description is
integrated in the text of this part. Usage-related information model is defined in ISO/IEC 16500-9.



ISO/IEC 16500-8:1999(E)

© ISO/IEC 1999 - All rights reserved DAVIC 1.3.1a Part 6 (1999)     vii

ISO/IEC 16500-9 (DAVIC 1.3.1a Part 11) specifies the interface requirements and defines the formats for the
collection of usage data used for billing, and other business-related operations such as customer profile
maintenance.  It also specifies the protocols for the transfer of Usage Information into and out of the
ISO/IEC 16500 digital audio-visual system. In summary, flows of audio, video and audio-visual works are
monitored at defined usage data collection elements (e.g. servers, elements of the Delivery System, set-top
boxes). Information concerning these flows is then collected, processed and passed to external systems such as
billing or a rights administration society via a standardised usage data transfer interface.

Additional Information

ISO/IEC TR 16501 is an accompanying Technical Report. Further architectural and conformance information is
provided in other non-normative parts of DAVIC 1.3.1a (1999). A summary of these documents is included here
for information.

ISO/IEC TR 16501 (DAVIC 1.3.1a Part 1) provides a detailed listing of the functionalities required by users and
providers of digital audio-visual applications and systems. It introduces the concept of a contour and defines the
IDB (Interactive Digital Broadcast) and EDB (Enhanced Digital Broadcast) functionality requirements which are
used to define the normative contour technology toolsets provided in ISO/IEC 16500-3.

DAVIC 1.3.1a Parts 3, 4 and 5 are DAVIC technical reports. They provide additional architectural and other
information for the server, the delivery-system, and the Service Consumer systems respectively.  Part 3 defines
how to load an application, once created, onto a server and gives information and guidance on the protocols
transmitted from the set-top user to the server, and those used to control the set-up and execution of a selected
application. Part 4 provides an overview of Delivery Systems and describes instances of specific DAVIC
networked service architectures. These include physical and wireless networks. Non-networked delivery (e.g.
local storage physical media like discs, tapes and CD-ROMs) are not specified. Part 5 provides a Service
Consumer systems architecture and a description of the DAVIC Set Top reference points defined elsewhere in the
normative parts of the specification.

DAVIC 1.3.1a Part 13 is a DAVIC technical report, which provides guidelines on how to validate the systems,
technology tools and protocols through conformance and / or interoperability testing.
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Information technology — Generic digital audio-visual systems —
Part 8: Management architecture and protocol s

1 Scope
This part of  ISO/IEC 16500 describes the management architecture and protocol for managing the DAVIC
System. The DAVIC system management architecture is the TMN-based (Telecommunication Management
Network) architecture defined in ITU-T Recommendation M.3010. This management architecture allows for
automatic administration, configuration, monitoring, billing, and maintenance of the Service Provider System, the
Delivery System, and the Consumer System over the DAVIC S5 flows. In accordance with DAVIC 1.3.1a Part 4
and ISO/IEC 16500-5, the content of these flows is based on either the CMIP protocol or the SNMP protocol,
depending on the complexity of the underlying subsystem or the preference of the network provider. SNMP
MIBs (Management Information Base) for managing the STU and the Server have been defined in ISO/IEC
16500-5. Usage related information models have also been defined in ISO/IEC 16500-9 using both CMISE and
SNMP. For managing the ATM, SDH/SONET components of the Core Network of the DAVIC Delivery System,
CMISE models defined in ITU-T and ATM Forum are recommended in ISO/IEC 16500-5 subclause 10.5.3.
Taking into account that the current DAVIC specification for the Access Network is ATM-based 1, this Part of
ISO/IEC 16500 defines CMISE information models for managing the DAVIC Access Network and service-
related data in the Delivery System. In the future, if DAVIC specifications allow altenative access technologies
(such as IP-based), additional system management information models (such as SNMP MIB) may be needed. The
management of the coexistence of different access network technologies, using different protocols, could be
achieved through interworking tools (i.e., interworking between CMIP and SNMP) as described in subclause 6.4.

Tutorial information on a protocol-independent modeling technique is also provided in an informative annex.

This part of ISO/IEC 16500 is organized as follows:

Management Architecture Clause 6 describes the TMN-based management architecture for DAVIC
system management.

Access Network Information
Model

Clause 7 defines a CMISE information model for the management of the
Access Network.

Service Related Control
Information Model

Clause 8 defines a CMISE information model for the management of service-
related data in the Delivery System.

Informative Annex A:
Protocol Independent
Modeling Techniques

This informative annex provides tutorial information of management protocol
independent modeling technique.

This part of ISO/IEC 16500 refers to system architecture and interface information that are described in ISO/IEC
16500 parts –1, -5 and –9 and in DAVIC 1.3.1a Part 4: Delivery system architecture and interface.

2 Normative References
The following normative documents contain provisions which, through reference in this text, constitute
provisions of this part of ISO/IEC 16500. For dated references, subsequent amendments to, or revisions of, any of
these publications do not apply. However, parties to agreements based on this part of ISO/IEC 16500 are
encouraged to investigate the possibility of applying the most recent editions of the standards indicated below.
For undated references, the latest edition of the normative document referred to applies. Members of ISO and IEC
maintain registers of currently valid International Standards. The Telecommunication Standardization Bureau
(TSB) maintains a list of currently valid ITU-T Recommendations.

1 ATM-based Access Network includes Non-ATM HFC (i.e., Non-ATM at A1 and ATM at A4).
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2.1 ISO/IEC and ITU-T normative references

� ITU-T Recommendation G.774, SDH Management Model for the Network Element View, 1992 and
Corrigendum, 1996.

� ITU-T Recommendation G.774, Corrigendum, 1996.

� ITU-T Recommendation G.774-01, SDH Performance Monitoring for the Network Element View, 1994 and
Corrigendum, 1996.

� ITU-T Recommendation G.774-06, SDH Unidirectional Performance Monitoring for the Network Element
View, 1996.

� ITU-T Recommendation I.751, Asynchronous Transfer Mode (ATM); Management of the network element
view.

� ITU-T Recommendation M.3100, Generic Network Information Model, 1995.

� ITU-T Recommendation Q.811 (1993), Lower layer protocol profiles for the Q3 interface.

� ITU-T Recommendation Q.812 (1993), Upper layer protocol profiles for the Q3 interface.

� ITU-T Recommendation Q.821, Stage 2 and 3 Functional Descriptions for the Q3 Interface - Alarm
Surveillance, 1992.

� ITU-T Recommendation Q.822, Stage 2 and 3 Functional Descriptions for the Q3 Interface - Performance
Monitoring, 1994.

� ITU-T Recommendation X.680 (1994) | ISO/IEC 8824-1: 1995, Information technology - Abstract Syntax
Notation 1 (ASN.1): Specification of basic notation.

� ITU-T Recommendation X.690 (1994), Information technology - ASN.1Encoding Rules: Specification of
BER, CER, DER..

� CCITT Recommendation X.700 (1992), Management framework for Open Systems Interconnection (OSI) for
CCITT applications.

� CCITT Recommendation X.701 (1992), Information technology – Open Systems Interconnection – Systems
management overview.

� CCITT Recommendation X.711 (1991), Common management information protocol specification for CCITT
applications.

� ITU-T Recommendation X.721 | ISO/IEC 10165-2:1992, Information technology - Open Systems
Interconnection - Structure of management information: Definition of management information.

� ITU-T Recommendation X.722 | ISO/IEC 10165-4:1992, Information technology - Open Systems
Interconnection - Structure of management information: Guidelines for the definition of managed objects.

� ITU-T Recommendation X.745, Test management function (1993).

2.2 Additional normative references

The following are additional normative references to the extent specified in Table 7-1.

� ANSI T1.240, Telecommunications - Operations, Administration, Maintenance and Provisioning (OAM&P)
- Generic Network Information Model for Interfaces between Operations Systems and Network Elements,
1997

� ANSI T1.247, Telecommunications - Operations, Administration, Maintenance, and Provisioning (OAM&P)
Communications - Performance Management Functional Area Services and Information Model for
Interfaces Between Operations Systems and Network Elements, 1997

� ATMF af-nm-0027.000, CMIP Specification for the M4 Interface, September, 1995 {#6} available at
ftp://ftp.atmforum.com/pub/approved-specs/ af-nm-0027.000.pdf
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� ATMF af-nm-0071.000,  Network Management: AAL Management for the M4 “NE View” Interface,
January, 1997 {#6} available at ftp://ftp.atmforum.com/pub/approved-specs/ af-nm-0071.000.pdf

� ATMF af-nm-0072.000, Circuit Emulation Service Interworking Requirements, Logical and CMIP MIB,
January, 1997 {#6} available at ftp://ftp.atmforum.com/pub/approved-specs/ af-nm-0072.000.pdf

� Bellcore GR-1114-CORE, Generic Operations Interface Requirements : ATM Information Model, Issue 3,
1996

3 Definitions
This clause defines new terms, and the intended meaning of certain common terms, used in this part of
ISO/IEC 16500. Annex A of ISO/IEC 16500-1 defines additional terms and, in some cases, alternative
interpretations that are appropriate in other contexts. For convenience, the normative definitions below are
included in the annex.

3.1. Actor: A person or system component who interacts with the system as a whole and who provides stimulus
which invoke actions.

3.2. Class: Describes a group of Objects with similar properties and behavior.

3.3. Class Diagram: Shows the existence of classes and their relationships in the logical view of the system.

3.4. Class and Object Modeling: Used to define business objects and application architecture. Shows how
classes interoperate dynamically to offer use cases and application behavior.

3.5. Component Diagram: Shows the dependencies between software components.

3.6. Computational Model: Gives a description of a system in a graphical form highlighting Objects and their
interfaces, as such it is similar to the OMT and UML notion of a class Diagram. An Object Distributed processing
(ODP) concept.

3.7. Deployment Modeling: Allows you to model how your application is mapped to a distributed deployment
network.

3.8. Domain Analysis: An iterative process that focuses on what is in the system but not on how it is
implemented. Domain Analysis builds a language/system independent description of the domain.

3.9. Event Trace Diagram: Interaction Diagram or Message Trace Diagram.

3.10. Functional Model (OMT):  Shows how objects in the system interact.

3.11. Interaction Diagram: Similar in principle to collaboration diagrams. Show the interaction between
objects over time.

3.12. Message Trace Diagram: Interaction Diagram or Event Trace Diagram.

3.13. Method: A systematic way to achieve a particular goal.

3.14. Methodology: A coherent, integrated set of methods from which a coherent sub-set can be selected for
particular applications. A methodology should contain at least four components:
 1.  a conceptual model of constructs essential to the problem,
 2.  a set of procedures suggesting the direction and order to proceed,
 3.  a series of guidelines identifying things to be avoided, and
 4.  a collection of evaluative criteria for assessing the quality of the product.

3.15. Methodology framework: a way, or structure, that supports a number of methods and languages to be
used together when developing a system.

3.16. Network Element (NE): A component of a telecommunications network, whose function is to provide
communications services to users. These functions include information transport, adaptation, switching and
control.

3.17. Object: A representation of a system component that has both state and behavior.

3.18. Object Collaboration Diagram: Provides a snapshot of a systems state and is used to emphasize
relationships.




