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Foreword 

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical 
Commission) form the specialized system for worldwide standardization. National bodies that are members of 
ISO or IEC participate in the development of International Standards through technical committees 
established by the respective organization to deal with particular fields of technical activity. ISO and IEC 
technical committees collaborate in fields of mutual interest. Other international organizations, governmental 
and non-governmental, in liaison with ISO and IEC, also take part in the work. In the field of information 
technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1. 

International Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 2. 

The main task of the joint technical committee is to prepare International Standards. Draft International 
Standards adopted by the joint technical committee are circulated to national bodies for voting. Publication as 
an International Standard requires approval by at least 75 % of the national bodies casting a vote. 

ISO/IEC 18000-2 was prepared by Joint Technical Committee ISO/IEC JTC 1, Information technology, 
Subcommittee SC 31, Automatic identification and data capture techniques. 

This second edition cancels and replaces the first edition (ISO/IEC 18000-2:2004), which has been technically 
revised. 

ISO/IEC 18000 consists of the following parts, under the general title Information technology — Radio 
frequency identification for item management: 

⎯ Part 1: Reference architecture and definition of parameters to be standardized 

⎯ Part 2: Parameters for air interface communications below 135 kHz 

⎯ Part 3: Parameters for air interface communications at 13,56 MHz 

⎯ Part 4: Parameters for air interface communications at 2,45 GHz 

⎯ Part 6: Parameters for air interface communications at 860 MHz to 960 MHz 

⎯ Part 7: Parameters for active air interface communications at 433 MHz 
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Information technology — Radio frequency identification for 
item management — 

Part 2: 
Parameters for air interface communications below 135 kHz 

1 Scope 

This part of ISO/IEC 18000 defines the air interface for radio frequency identification (RFID) devices operating 
below 135 kHz. The purpose of this part of ISO/IEC 18000 is to provide a common technical specification for 
RFID devices that can be used by ISO committees developing RFID application standards. This part of 
ISO/IEC 18000 is intended to allow for compatibility and to encourage inter-operability of products in the 
international marketplace. This part of ISO/IEC 18000 defines the physical layer used for communication 
between the interrogator and the tag and further defines the communications protocol used in the air interface. 

Two types of tag are defined by this part of ISO/IEC 18000: Type A and Type B, which differ only by their 
physical layer. Both support the same inventory (anti-collision) and protocol. 

Type A tags are permanently powered by the interrogator, including during the tag-to-interrogator transmission, 
and operate at 125 kHz. 

Type B tags are powered by the interrogator, except during the tag-to-interrogator transmission, and operate 
at 125 kHz or 134,2 kHz. 

2 Conformance 

In order to claim conformance, it is necessary to comply to all of the relevant clauses of this specification, 
except those marked ‘optional’. It is also necessary to operate within the local national radio regulations 
(which may require further restrictions). 

The rules for RFID device conformity evaluation are defined in ISO/IEC TR 18047-2. 

The tag shall be of either Type A or B. 

NOTE Nothing in this International Standard prevents a tag from being of both types, although for technical reasons, 
it is unlikely that such tags are ever marketed. 

The interrogator shall support both Types A and B. 

The interrogator may be configured as Type A only, Type B only or Types A and B. 

When configured as Types A and B, and when in the Inventory phase, the interrogator shall alternate between 
Type A and Type B interrogation. See Annex B. 
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2.1 RF emissions general population 

Device manufacturers claiming conformance to this part of ISO/IEC 18000 shall certify that RF emissions do 
not exceed the maximum permitted exposure limits recommended by either IEEE C95.1:2005 or ICNIRP 
according to IEC 62369-1. If a device manufacturer is unsure as to which recommendation is to be cited for 
compliance, the manufacturer shall certify to ICNIRP limits. 

2.2 RF emissions and susceptibility health care setting 

Device manufacturers claiming conformance to this part of ISO/IEC 18000 shall certify that RF emissions and 
susceptibility comply with IEC 60601-1-2. 

3 Normative references 

The following referenced documents are indispensable for the application of this document. For dated 
references, only the edition cited applies. For undated references, the latest edition of the referenced 
document (including any amendments) applies. 

IEC 62369-1, Evaluation of human exposure to electromagnetic fields from short range devices (SRDs) in 
various applications over the frequency range 0 GHz to 300 GHz — Part 1: Fields produced by devices used 
for electronic article surveillance, radio frequency identification and similar systems 

IEC 60601-1-2, Medical electrical equipment — Part 1-2: General requirements for basic safety and essential 
performance — Collateral standard: Electromagnetic compatibility — Requirements and tests 

ISO/IEC 19762 (all parts), Information technology — Automatic identification and data capture (AIDC) 
techniques — Harmonized vocabulary 

4 Terms and definitions 

For the purposes of this document, the terms and definitions given in ISO/IEC 19762 (all parts) and the 
following apply. 

4.1 
anti-collision sequence 
algorithm used to prepare for and handle a dialogue between interrogator and one or more tags out of several 
in its energizing field 

4.2 
bit rate 
number of bits transmitted per second 

4.3 
byte 
8 bits of data designated b1 to b8, from the most significant bit (MSB, b8) to the least significant bit (LSB, b1) 

4.4 
carrier off time 
time interval when the interrogation field is switched off 

4.5 
charge up time 
time to charge the capacitor of the HDX tag 

4.6 
commands 
interrogator to tag communication 
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